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hero.



The Problem

Guardian CE for

OpenText Content

Server and eDOCS

protects you from

internal users and

'phishers'
Are you protected
from bad actors in
your organization?
If you are concerned that your users
might be stealing your documents, such
as attorneys who want to leave a law
firm, or a disgruntled employee who
wants to go public with damaging
information, or even if someone
inadvertently succumbs to a phishing
attack, you need to  Implement a proven
solution to watch over your documents,
makes sure users aren’t doing things
that would raise concerns, notifies you
when it looks like they are, and disables
their account when they do.

The Solution:
GUARDIAN CE

Activity monitoring on
'steroids'

Have you ever had an end-user steal
information out of your ECM repository?

Are you concerned that one or more users
are stealing your documents, or might in
the future?

Are you concerned that your users may be
susceptible to phishing attacks?

Do you have a way to identify when a user
or a phisher is stealing your information
while it is occurring?

Do you have a way to stop them while it is
occurring?

What would happen to you and your
business if confidential information was
stolen, and then leaked or used against
you or your clients?

GUARDIAN CE is a proven product that
watches over your documents, makes
sure users aren’t doing things that
could indicate they are trying to steal
documents, notifies you when it looks
like they are, and disables their account
when they do.



There is nothing in

the market today

like Guardian CE!

How does it work?
With Guardian CE, you create rules
that determine who to watch, which
activities to monitor, and what to do
when thresholds are exceeded, There
are two components: the Watcher
Service, which runs on the SQL
Server, and the Management Console
which is used to manage the rules.

Capabilities

What is Guardian
CE?

Guardian CE for OpenText Content
Server and eDOCS monitors end-users
by watching for excessive activities,
and notifies management and/or
disables accounts when thresholds are
breeched.  

Identify and report suspicious or criminal
activity while it’s happening

No need to wait until your documents
are long gone before acting

Monitor individual activities or groups of
activities

Monitor individual users, groups, all
users, or when a list of users need to be
monitored

Thresholds can be established by count,
predictive analysis, or machine learning
(Q3 21)

Automatically disable users when high
thresholds met

Allow for exceptions (for instance,
eDiscovery)

Works with OpenText eDOCS 16.2 and
above, and Content Server 16.2 and
above



You only have to be

wrong once...

For further information:

(917) 463 9462 (U.S.)
sales@wertheimglobal.com
www.wertheimglobal.com

Next steps

Contact us or an authorized
Wertheim Global parter to discuss

your needs, arrange a demo, or
obtain technical details on Guardian
CE for Content Server and eDOCS.

Who are we?
Wertheim Global Solutions is a
certified OpenText partner and
member of the OT SolEx community.
We specialize in extending the native
capabilities of eDOCS and Content
Server. We develop creative, new
ways to improve these
comprehensive ECM solutions.


